**Literature Review**

An extensive literature review of MANET’s (Mobile ad hoc networks), AODV (Ad Hoc On-Demand Distance Vector) protocol and typical black hole cyber-attacks was carried out by the team. This in-depth review was essential in correctly understanding how nodes in MANET’s, in particular those that employ the AODV protocol behave and establish communication. It was also essential to understand how a black hole node would infiltrate the network and interact with other nodes, acting as a transfer point between nodes but dropping the data packages, causing disruption in essential communications.

Many videos were also observed by the team which proved to be essential in learning of the protocols and the configuration of the NS-3 network.

From the literature review, a solid understanding of the AODV network protocol was learned as well as the behavioural characteristics of the of black hole nodes infiltrating the network. Several of these characteristics could be used for a node to identify a 1st tier neighbour as a black hole node rather than a normal node.

These include:

**Neighbour is never the Origin of RREQ and never sends RREQs:** As a black hole node is not a node common to the network or group, it is unlikely that it would ever initiate a data transfer to a legitimate node. A strong indicator that the neighbour is a BHN is it has a count of 0 of RREQs with itself as the origin. Additionally, if a BHN always responds to an RREQ with a RREP, it would never re-broadcast the RREQ. It is also highly likely that several other legitimate nodes are also inactive during the simulation period, however this is still a suitable flag that can be used.

**Neighbour is never the Destination of RREQ:** Similar to above, as a black hole node is not a node common to the network or group, it is unlikely that it would ever be the desired endpoint of a data transfer from a legitimate node. A strong indicator that the neighbour is a BHN is it has a count of 0 of RREQs with itself as the destination. It is also highly likely that several other legitimate nodes are never the desired destination during the simulation period, however this is still a suitable flag that can be used.

**High response rate to RREQ messages:** As a black hole node aims to disrupt as much communication as possible, it is likely to respond to most or all of the RREQ messages it receives from a neighbour with a RREP message so as to disrupt as much communication as possible. This would lead to a very high response rate of RREQ messages which is a strong indication that the neighbour is a BHN.

**Low Hop Count:** The hop count counts the number of tiers or hops between the current node and the destination node. When a node is involved in setting up a link between the source and destination, one of its priorities is to set up the shortest link or the lowest hop count to the destination. A black hole node would not only respond to a RREQ with an RREP and high sequence number, it would also respond with a short hop count to the destination node to make it a more attractive routing option. It is very likely that a BHN would always respond with the minimum hop count of 1 to a RREQ so that it is the favoured routing path.

**High Sequence number increment:** A sequence number is utilized in an AODV network for communication between nodes to identify which received message from a node is the most recent. The higher sequence number is always treated as the most up to date message by any node reading it and will update its routing tables accordingly. A black hole node will typically respond to a RREQ message with a higher than usual sequence number in its RREP (response message). The behaviour of a normal node is to increment the sequence number by 1 or send back the current sequence number in its routing table if it is greater. So a key indicator of a black hole node is receiving RREP responses with a higher than normal sequence number.

**Rapid Response time:** A black hole node will typically respond immediately to a RREQ with a RREP, instead of waiting longer for the RREP message to actually arrive from the destination node.

**Low number of RERR messages:** When a data packet for an inactive route or unknown destination is received, a Route Error (RERR) message is generated. This RERR is broadcast to all neighbours.

**Low number of Data Packets being sent:** After an RREP is returned to the origin node, a connection between the origin and destination has been established and then data transfer will begin. The data transfer may be a unicast from the origin node but very often it is two-way communication such as a conversation. As such it is expected that a considerable number of data packets will be forwarded from the neighbour node onto the subject node which will then forward it onto the next hop towards the destination. As the BHN has never established the connection between the source and the destination, no data packets will ever come from the BHN to be forwarded on towards the destination.

The identification of these main unique behavioural characteristics of black hole nodes lead to the development of a dataset that could be used for the machine learning process for malicious node detection.

Please refer to the bibliography at the end of this document to find the most useful research papers reviewed for this project.
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